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Organization & Culture

* Critical Success Factors
* Reporting Structures
* Management Metrics
* Values, Beliefs, Expectations
« Attitudes, Styles. Preferences
* Rituals, Symbols, Heritage

Activities

* Phases, Tasks, Steps
« Tool Categories » Dependencies

+ Standards & Protocols » Sequence & Flow

« Selection Criteria » Use Case Scenarios
* Learning Curves « Trigger Events

Goals & Principles

* Vision & Mission
+ Business Benefits
+ Strateqic Goals

+ Specific Objectives Deliverables
i * Guiding Principles

Practices & Techniques * Inputs & Outputs

» Information
* Documents
» Databases
» Other Resources

Technology

» Recognized Best Practices
» Common Approaches
» Alternative Technigues

Roles &
Responsibilities

» Individual Roles

» Organizational Roles
» Business & IT Roles
« Qualifications & Skills

Copynght © DAMA Internationa!
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Data Management

Definition: The planning, execution and oversight of policies, practices and projects that
acquire, control, protect, deliver, and enhance the value of data and information assets.

Mission: To meet the data availability, quality, and security needs of all stakeholdars.

Goals:

1. To understand the information needs of the enterprise and all its stakeholders.

2. To capture, store, protect, and ensure the integrity of data assets.

3. To continually improve the quality of data and information.

4. To ensure privacy and confidentiality. and to prevent unauthorized or inappropriate

use of data and information.

5. To maximize effective use and value of data and information assets.
Functions:
1. Data Governance
Inputs: S LI L e D) i Primary Deliverables:
« Business Strategy P O P + Data Strategy
3 2 4. Database Operations Managemeant z
+ Business Activity 2 » Data Architecture
« IT Activity 8 Dot Secudty Mensgemont + Data Services
6. Reference & Master Data Management
» Data Issues : : » Databases
7. Data Warehousing & Business D Inf .
Suppliers: Intelligence Management : Kata.l r:,ormau:nv‘.r
+ Executives 8. Document & Content Management O AN YYIscom
» Data Creators 9. Meta-data Management Consumers:
« External Sources 10. Data Quality Management + Clerical Workers
» Regulatory Bodies + Knowledge Workers
Partici Tools: * Managers
articipants: Dot Modang Toois + Executives
* Data Creators b + Customers
* Information Consumers = Dt Ma.nagement Systems P
« Data Stewards » Data Integration and Quality Tools Metrics
A * Business Intelligence Tools + Data Value Metrics
« Data Professionals E 2
o Exatiiives » Document Management Tools » Data Quality Metrics
+ Meta-data Repository Tools + DM Pregram Metrics

Copyright © DAMA International
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1. Data Governance

Definition: The exercise of authority and control {planning, monitoring. and enforcement) over the management of data assets.

Goals:

PRI -

Inputs:

+ Business Goals

» Business Strategies

+ |IT Objectives

+ |T Strategies

» Data Needs

» Data Issues

» Regulatory Requirements

Suppliers:

» Business Executives
« IT Executives

» Data Stewards

» Reqgulatory Bodies

Participants:

+ Executive Data Stewards

» Ceordinating Data
Stewards

» Business Data Stewards

+ Data Professionals

+ DM Executive

+ CIO

Activities: (P) - Planning (C) - Control (D) — Development (O) - Operational

Activities:
1. Data Management Planning (P)
1. Understand Strategic Enterprise Data Needs
2. Develop and Maintain the Data Strategy
3. Establish Data Professional Roles and Organizations
4. Identify and Appoint Data Stewards
5. Establish Data Governance and Stewardship Organizations
6. Develop and Approve Data Policies, Standards, and Procedures
7. Reaview and Approve Data Architecture
8. Plan and Sponsor Data Management Projects and Services
9. Estimate Data Asset Value and Associated Costs
2. Data Management Control (C)
1. Supervise Data Professional Organizations and Staff
2. Coordinate Data Governance Activities
3. Manage and Resolve Data Related lssues
4. Monitor and Ensure Regulatory Compliance
5. Moenitor and Enforce Conformance With Data Policies. Standards,
and Architecture
6. Oversee Data Management Projects and Services
7. Communicate and Promote the Value of Data Assets

Tools:
* Intranet Website * lssue Management Tools
« E-Mail + Data Governance KPI

» Meta-data Tools Dashboard

+ Meta-data Repository

Copyright © DAMA International

To define, approve, and communicate data strategies, policies, standards, architecture, procedures, and metrics.

To track and enforce regulatory compliance and conformance to data policies, standards, architecture, and procedures.
To sponsor, track, and oversee the delivery of data management projects and services.
To manage and resolve data related issues.

To understand and promote the value of data assets.

>

Primary Deliverables:

Data Policies

Data Standards

Resolved Issues

Data Management Projects
and Services

Quality Data and Information
Recognized Data Value

Consumers:

Data Producers
Knowledge Workers
Managers and Executives
Data Professionals
Customers

Metrics

Data Value

Data Management Cost
Achievement of Objectives

i of Decisions Made

Steward Represantation /
Coverage

Data Professional Headcount
Data Management Process
Maturity



2. Data Architecture Management

Definition: Defining the data needs of the enterprise and designing the master blueprints to meet those needs.

Goals:

1. To plan with vision and foresight to provide high quality data.
2. To identify and define common data requirements.
3. To design conceptual structures and plans to meet the current and long-term data requirements of the enterprisa.

>

Inputs:

* Business Goals

* Business Strategies

* Business Architecture
* Process Architecture
« IT Objectives

+ |IT Strategies

+ Data Strategies

» Data Issues

+ Data Needs

» Technical Architecture

Suppliers:

» Executives

» Data Stewards

» Data Producers

+ Information
Consumers

Activities: I

1. Understand Enterprise Information Needs (P)
2. Develop and Maintain the Enterprise Data Model (P)

3. Analyze and Align With Other Business Models (P) .
4. Define and Maintain the Data Technology Architecture (P) .
5. Define and Maintain the Data Integration Architecture (P) .

6. Define and Maintain the DW/BI Architecture (P) .
7. Define and Maintain Enterprise Taxonomies and Namespaces (P) .
8. Define and Maintain the Meta-data Architecture (P)

>

Enterprise Data Model

Primary Deliverables:

Information Value Chain Analysis
Data Technology Architecture
Data Integration / MDM Architecture

DW ! Bl Architecture
Meta-data Architecture

Enterprise Taxonomies and Namespaces
Document Management Architecture

Participants: Tools: '
+ Data Stewards + Data Modeling Tools * Meta-data
+ Subject Matter Experts (SMEs) » Model Management Tool

; c .
» Data Architects * Meta-data Repository X ‘E)na!::’;teer:ards
» Data Analysts and Modelers » Office Productivity Tools i Dt Architects
» Other Enterprise Architects + Data Analysts

+ DM Executive and Managers
» CIO and Other Executives

» Database Administrators

» Data Model Administrator

Database Administrators
Software Developers
Project Managers

Data Producers
Knowledge Workers
Managers and Executives

Activities: (P) — Planning (C) - Control (D) — Development (O) - Operational

Copyright © DAMA International



3. Data Development

Definition: Designing, implementing, and maintaining solutions to meet the data needs of the enterprise.

Goals:

OB 00N e

>

Inputs:

* Business Goals and Strategies
» Data Needs and Strategies

» Data Standards

» Data Architecture

* Process Architecture

» Application Architecture

» Technical Architecture

Suppliers:

+ Data Stewards

» Subject Matter Experts

+ |IT Steering Committee

» Data Governance Council

« Data Architects and Analysts
» Software Developers

« Data Producsars

+ Information Consumers

Participants:

+ Data Stewards and SMEs

« Data Architects and Analysts

+ Database Administrators

+ Data Model Administrators

+ Software Developers

* Project Managers

* DM Executives and Other IT
Management

Identify and define data requirements.

Design data structures and other solutions to these reguirements.
Implement and maintain solution components that meet these requirements.
Ensure solution conformance to data architecture and standards as appropriate.
Ensure the integrity. security, usability, and maintainability of structured data assets.

Activities:
1. Data Modeling, Analysis and Solution Design (D)
1.Analyze Information Requirements
2.Develop and Maintain Conceptual Data Models
3.Develop and Maintain Logical Data Models
4_Develop and Maintain Physical Data Models
2. Detailed Data Design (D)
1.Design Physical Databases
2.Design Information Products
3.Design Data Access Services
4_Design Data Integration Services
3. Data Model and Design Quality Management
1.Develop Data Modeling and Design Standards (P)
2_Review Data Model and Database Design Quality (C)
3.Manage Data Model Versioning and Integration (C)
4. Data Implementation (D)
1.Implement Development / Test Database Changes
2.Create and Maintain Test Data
3.Migrate and Convert Data
4.Build and Test Information Products
5.Build and Test Data Access Services
6.Validate Information Requirements
7.Prepare for Data Deployment

» Software Development Tools

Tools:
« Data Mcdeling Tools
» Database Management

» Data Profiling Toocls

* Model Management Tools
Systems
» Office Productivity Tools

=

Primary Deliverables:

» Data Requirements and Business Rules
» Conceptual Data Models

» Logical Data Models and Specifications
» Physical Data Models and Specifications
* Meta-data (Business and Technical)

» Data Mcdeling and DB Design Standards
» Data Model and DB Design Reviews

« Version Controlled Data Models

» Test Data

» Development and Test Databases

* Information Products

» Data Access Services

» Data Integration Services

» Migrated and Converted Data

Consumers:

» Data Producers

+ Knowledge Workers

* Managers and Executives
» Customers

» Data Professionals

+ Other IT Professionals

« Configuration Management Tools

ActiviiitkisfFF—Tp?ﬁming (C) - Control (D) - Development (O) - Operational

Copyright @ DAMA intemational



4. Data Operations Management

Definition: Planning, control, and support for structured data assets across the data
lifecycle, from creation and acquisition through archival and purge. .

| _

Inputs:

» Data Requirements

+ Data Architecture

+ Data Models

* Legacy Data

+ Service Level Agreements

Suppliers:

+ Executives

+ IT Steering Committee

+ Data Governance Council

+ Data Stewards

+ Data Architects and Modelers
+ Software Developers

Participants:

+ Database Administrators

» Software Developers

* Project Managers

» Data Stewards

« Data Architects and Analysts

* DM Executives and Other IT
Management

» IT Operators

Goals:

1. Protect and ensure the integrity of structured data assets.
2. Manage availability of data throughout its lifecycle.

3. Optimize performance of database transactions.

Activities:

1. Database Support
1.Implement and Control Database Environments (C)
2.0btain Externally Sourced Data (O)
3.Plan for Data Recovery (P)
4 _Backup and Recover Data (O)
5.Set Database Performance Service Levels (P)
6.Monitor and Tune Database Performance (C)
7.Plan for Data Retention (P)
8_Archive, Retain, and Purge Data (O)
9.Support Specialized Databases (O)

2. Data Technology Management
1.Understand Data Technology Reguirements (P)
2.Define the Data Technology Architecture (P)
3.Evaluate Data Technology (P)
4_Install and Administer Data Technology {C)
5.Inventory and Track Data Technology Licenses (C)
6.Support Data Technology Usage and Issues (O)

Tools:

+ Database Management Systems
» Data Development Tools

+ Database Administration Tools

+ Office Productivity Tools

-

Primary Deliverables:

* DBMS Technical Environments

» Dev/Test, QA, DR, and Production
Databases

» Externally Sourced Data

» Database Performance

» Data Recovery Plans

+ Business Continuity

» Data Retention Plan

» Archived and Purged Data

Consumers:

» Data Creators

+ Information Consumers
» Enterprise Customers
+ Data Professionals

» Other IT Professionals

Metrics
+ Availability
+ Performance

Activities: (P} — Planning (C)- Control (D) - Development (O) - Operational

Copyright © DAMA International



5. Data Security Management

Definition: Planning, development, and execution of security policies and procedures to
provide proper authentication, authorization, access, and auditing of data and information.

Goals:
1. Enable appropriate, and prevent inappropriate, access and change to data assets.
2. Meet regulatory requirements for privacy and confidentiality.
3. Ensure the privacy and confidentiality needs of all stakeholders are met.
| > Activities: l >
1. Understand Data Security Needs and Regulatory
Inputs: Requirements (P) Primary Deliverables:
» Business Goals 2. Define Data Security Policy (P) « Data Security Policies
+ Business Strategy 3. Define Data Security Standards (P) + Data Privacy and
» Business Rules 4. Define Data Security Controls and Procedures (D) Confidentiality Standards
+ Business Process 5. Manage Users, Passwords, and Group Membership (C) + User Profiles, Passwords and
» Data Strategy 6. Manage Data Access Views and Permissions (C) Memberships
+ Data Privacy Issues 7. Monitor User Authentication and Access Behavior (C) + Data Security Permissions
» Related IT Policies 8. Classify Information Confidentiality (C) + Data Security Controls
and Standards 9. Audit Data Security (C) + Data Access Views
* Document Classifications
Suppliers: Participants: Tools: » Authentication and Access
+ Data Stewards + Data Stewards » Database Management System History
+ IT Steering Committee + Data Security Administrators + Business Intelligence Tools + Data Security Audits
+ Data Stewardship + Database Administrators * Application Frameworks Consumers:
Council + Bl Analysts + Identity Management Technologies | Data Prodt.J —
+ Government + Data Architects » Change Control Systems « Knowledge Workers
+ Customers + DM Leader « Managers
+ Clo/CTO « Executives
* Help Desk Analysts . ‘Customen

Data Professionals

Activities: (P) - Planning (C) - Control (D) - Development (O) - Operational

Copyright @ DAMA International



6. Reference & Master Data Management

Definition: Planning, implementation, and control activities to ensure
consistency with a “golden version” of contextual data values.

Goals:
1. Provide authoritative source of reconciled. high-quality master and reference data.
2. Lower cost and complexity through reuse and leverage of standards.
3. Support business intelligence and information integration afforts.

| >

Inputs:

» Business Drivers

» Data Requirements

+ Policy and Regulations
» Standards

» Code Sets

» Master Data

» Transactional Data

Suppliers:

» Steering Committeaes

* Business Data Stewards
» Subject Matter Experts

+ Data Consumers

» Standards Organizations
+ Data Providers

Participants:

» Data Stewards

+ Subject Matter Experts

» Data Architects

+ Data Analysts

» Application Architects

» Data Governance Council
» Data Providers

+ Other IT Professionals

Activities:

1. Understand Reference and Master Data Integration Needs (P)

2. ldentify Master and Reference Data Sources and Contributors

(P)

3. Define and Maintain the Data Integration Architecture (P)

. Implement Reference and Master Data Management
Solutions (D)

5. Define and Maintain Match Rules (C)

6. Establish “Golden” Records (C)

7. Define and Maintain Hierarchies and Affiliations (C)

8.

9.

1

-

Plan and Implement Integration of New Data Sources (D)
Replicate and Distribute Reference and Master Data (O)
0. Manage Changes to Reference and Master Data (O)

Tools:

+ Reference Data Management Applications
» Master Data Management Applications
+ Data Modeling Tools

* Process Medeling Tools

» Meta-data Repositories

» Data Profiling Tools

» Data Cleansing Tools

+ Data Integration Tools

» Business Process and Rule Engines

» Change Management Tools

| >

Primary Deliverables:

* Master and Reference Data
Requirements

» Data Models and Documentation

* Reliable Reference and Master Data

+ "Golden Record” Data Lineage

+ Data Quality Metrics and Reports

» Data Cleansing Services

Consumers:

» Application Users

» Bl and Reporting Users

» Application Developers and Architects

+ Data Integration Developers and
Architects

+ Bl Developers and Architects

» Vendors, Customers, and Partners

Metrics

+ Reference and Master Data Quality
» Change Activity

+ Issues, Costs, Volume

+ Use and Re-Use

+ Availability

» Data Steward Coverage

Activities: {(P) — Planning (C) - Control (D) — Development (O) - Operational

Copyright @ DAMA intemationa/



7. Data Warehousing &

Business Intelligence Management

Definition: Planning, implementation, and control processes to provide decision support

data and support knowledge workers engaged in reporting, query and analysis.

Goals:

1. To support and enable effective business analysis and decision making by knowledge workers.
2. To build and maintain the environment / infrastructure to support business intelligence activity, specifically leveraging
all the other data management functions to cost effectively deliver consistent integrated data for all Bl activity.

Inputs:

Business Drivers

Bl Data and Access
Requirements

Data Quality Requirements
Data Security Requirements
Data Architecture

Technical Architecture

Data Medeling Standards
and Guidelines
Transactional Data

Master and Reference Data
Industry and External Data

Suppliers:

« Data Architects and Analysts

Executives and Managers
Subject Matter Experts
Data Governance Council
Information Consumers
{Internal and External)
Data Producers

Activities:

1. Understand Business Intelligence Information Needs (P)
2. Define and Maintain the DW / Bl Architecture (P)

3. Implement Data Warehouses and Data Marts (D)

4. Implement Bl Tools and User Interfaces (D)

5. Process Data for Business Intelligence (O)

6. Monitor and Tune Data Warehousing Processes (C)

7. Monitor and Tune Bl Activity and Performance (C)

Participants:

Business Executives and
Managers

DM Execs and Other IT Mgmt

Bl Pregram Manager

SMEs and Other Info
Consumers

Data Stewards

Project Managers

Data Architects and Analysts
Data Integration (ETL)
Specialists

« Bl Specialists
» Database Administrators

Data Security Administrators
Data Quality Analysts

Tools:

Database Management
Systems

Data Profiling Tools

Data Integration Tools
Data Cleansing Tools
Business Intelligence Tools
Analytic Applications

Data Modeling Tools
Performance Management
Tools

Meta-data Repository
Data Quality Tools

Data Security Tools

Primary Deliverables:

+ DWIBI Architecture

+ Data Warehouses

+ Data Marts and OLAP Cubes

+ Dashboards and Scorecards

+ Analytic Applications

+ File Extracts {for Data Mining/
Stat. Tools)

+ Bl Tools and User Environments

+ Data Quality Feedback
Mechanism/Loop

Consumers:

+ Knowledge Workers

» Managers and Executives

+ External Customers and Systems
* Internal Customers and Systems
+ Data Professionals

» Other IT Professicnals

Metrics:

» Usage Metrics

» Customern/User Satisfaction

+ Subject Area Coverage %s

» Response/Performance Metrics

Activities: (P) — Planning (C) - Control (D) — Development (O) - Operational
Copyright © DAMA Intemational



8. Document & Content Management

Definition: Planning, implementation. and control activities to store, protect, and access data found
within electronic files and physical records {including text, graphics, images, audio, and video).

Goals:

To safeguard and ensure the avaidability of data assets stored in less structured formats.
To enable effective and efficient refrieval and use of data and information in unstructured formats.

Inputs:

+ Text Documents

* Reports

+ Spreadsheets

* Email

+ Instant Messages
+ Faxes

« Voicemail

* Images

* Video recordings
* Audic recordings
* Printed paper files
* Microfiche

+ Graphics

Suppliers:
+ Employees
» External parties

\/.m.&w.w.-'

Activities:

1. Document/ Records Management
1.Plan for Managing Documents / Records {P)
2.lmplement Document / Records Management Systems for

Acquisition, Storage, Access, and Sacurity Controls ( O, C)

3.Backup and Recover Documents / Records (O)
4_.Retain and Dispose of Documents / Records (O)
5.Audit Document / Records Management (C)

2. Content Management
1.Define and Maintain Enterprise Taxonomies (P)
2.Document / Index Information Content Meta-data (O)
3.Provide Content Access and Retrieval (O)
4.Govern for Quality Content (C)

Participants: Tools:

+ All Employees » Stored Documents

+ Data Stewards « Office Productivity Tools

+ DM Professionals » Image and Workflow

* Records Management Staff Management Tools

+ Other IT Professionals » Records Management Tools
+ Data Management Executive + XML Development Tools

+ Other IT Managers + Collaboration Tools

+ Chief Information Officer « Internat

+ Chief Knowledge Officer * Email Systems

To comply with legal obligations and customer expectations.
To ensure business continuity through retention, recovery. and conversion.
Primary Deliverables:

To control document storage operating costs.
* Managed records in many

media formats

« E-discovery records

» Outgoing letters and emails

* Contracts and financial
documents

» Policies and procedures

» Audit frails and logs

* Meeting minutas

» Formal reports

+ Significant memoranda

Consumers:

» Business and IT users

* Government regulatory
agencies

* Senior management

« Extermnal customers

Metrics:

+ Return on investment

+ Key Performance Indicators

+ Balanced Scorecards

Activities: (P} — Planning (C) - Control (D) — Development (O) - Operational

Copyright © DAMA Intemational



9. Meta-data Management

Definition: Planning. implementation, and control activities to enable easy access to high quality. integrated meta-data.

—>

Inputs:

» Meta-data
Requirements

» Meta-data Issues

+ Data Architecture

» Business Meta-data

« Technical Meta-data

* Process Meta-data

* Operational Meta-data

» Data Stewardship
Meta-data

Suppliers:

» Data Stewards

» Data Architects

+ Data Mcdelers

+ Database
Administrators

» Other Data
Professionals

» Data Brokers

* Government and
Industry Regulators

Goals:

1. Provide organizational understanding of terms, and usage
2. Integrate meta-data from diverse source

3. Provide easy, integrated access to meta-data
4. Ensure meta-data quality and security

Activities:

1. Understand Meta-data Requirements (P)

2. Define the Meta-data Architecture (P)

3. Develop and Maintain Meta-data Standards (P)

4. Implement a Managed Meta-data Environment (D)
5. Create and Maintain Meta-data (O)

6. Integrate Meta-data (C)

7. Manage Meta-data Repositories (C)
8. Distribute and Deliver Meta-data (C)
9. Query, Report, and Analyze Meta-data (O)

Participants:

* Meta-data Specialist

+ Data Integration
Architects

» Data Stewards

» Data Architects and
Modelers

» Database Administrators

» Other DM Professionals

« Other IT Professionals

+ DM Executive

* Business Users

Tools:

Meta-data Repositories
Data Moedeling Tools
Database Management
Systems

Data Integration Tools
Business Intelligence Tools
System Management Tools
Object Modeling Tools
Process Medeling Tools
Report Generating Tools
Data Quality Tools

Data Development and
Administration Tocls
Reference and Master Data
Management Tools

Activities: (P) — Planning (C)- Control (D) - Development (O) - Operational

Copyright © DAMA International
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Primary Deliverables:

» Meta-data Repositories

+ Quality Meta-data

* Meta-data Models and
Architecture

+ Meta-data Management
Operational Analysis

* Meta-data Analysis

* Data Lineage

» Change Impact Analysis

* Meta-data Control Procedures

Consumers:

Data Stewards

» Data Professionals

» Other IT Professionals

* Knowledge Workers

» Managers and Executives

+ Customers and Collaborators
» Business Users

Metrics:

+ Meta Data Quality

* Master Data Service Data
Compliance

+ Meta-data Repository Contribution

» Meta-data Documentation Quality

+ Steward Representation /
Coverage

+ Meta-data Usage / Reference

» Meta-data Management Maturity

+ Meta-data Repository Availability



10. Data Quality Management

Definition: Planning, implementation, and control activities that apply quality management

techniques to measure, assess, improve, and ensura the fitness of data for use.

Goals:

+  To measurably improve the quality of data in relation to defined business expectations.
+ To define requirements and specifications for integrating data quality control into the system development lifecycle.
+ To provide defined processes for measuring, monitoring, and reporting conformance to acceptable levels of data quality.

=]

Inputs:

» Business Requirements

» Data Requirements

+ Data Quality Expeciations

» Data Policies and
Standards

+ Business Meta-data

+ Technical Meta-data

» Data Sources and Data
Stores

Suppliers:

+ External Sources

» Requlatory Bodies

» Business Subject Matter
Experts

+ Information Consumers

+ Data Producers

+ Data Architacts

» Data Modelers

+ Data Stewards

Activities:

1. Develop and Promote Data Quality Awareness (O)

2. Define Data Quality Requirements (D)

3. Profile, Analyze, and Assess Data Quality (D)

4. Define Data Quality Metrics (P)

5. Define Data Quality Business Rules (P)

6. Test and Validate Data Quality Requirements (D)

7. Set and Evaluate Data Quality Service Levels (P)

8. Continuously Measure and Monitor Data Quality (C)

9. Manage Data Quality Issues (C)

10. Clean and Correct Data Quality Defects (O)

11. Design and Implement Operational DQM Procedures (D)
12. Monitor Operational DQM Procedures and Performance (C)

Participants: Tools:

+ Data Quality Analysts + Data Profiling Tools

* Data Analysts + Statistical Analysis Tools

+ Database Administrators + Data Cleansing Tools

» Data Stewards » Data Integration Tocls

+ Other Data Professionals + Issue and Event Management
* DRM Director Tools

+ Data Stewardship Council

——>

Primary Deliverables:

* Improved Quality Data

» Data Management
Operational Analysis

» Data Profiles

« Data Quality Certification
Reports

+ Data Quality Service Level
Agreements

Consumers:

» Data Stewards

» Data Professionals

+ Other IT Professionals

» Knowledge Workers

* Managers and Executives
» Customers

Metrics:

» Data Value Statistics

» Errors / Requirement Viclations
+ Conformance to Expectations

» Conformance to Service Levels

Activities: (P) — Planning (C) - Control (D) — Development (O) - Operational

Copyright © DAMA International
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DATA QUALITY

METADATA

BUSINESS INTELLIGENCE / ANALYTICS
MASTER DATA DATAWAREHOUSE

SYSTEMS / APPLICATION

DATA INTEGRATION &

DATA DESIGN INTEROPERABILITY

DATA GOVERNANCE

DATA DATA REFERENCE
SECURITY ARCHITECTURE DATA
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* Architecture
* Modeling
* Design

Enable Use
& Maintain & Enhance

* Data Science
* Data Visualization

+ Data Monetization

* Predictive Analytics
* Master Data Usage
* Business Intelligence
* Document & Content Management

LIFECYCLE MANAGEMENT

Big Data Storage *
Data Warehousing *
Master Data Management *
Data Storage & Operations *
Reference Data Management *
Data Integration & Interoperability *

FOUNDATIONAL ACTIVITIES

+ Data Protection: Privacy, Security, Risk Management
* Metadata Management
* Data Quality Management
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Data Governance
Focus Areas

Policy, Standards, Strategy
Data Quality

Privacy / Compliance / Security
Architecture / Integration

Data Warehouses and BI

Management Support
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THE DGI DATA GOVERNANCE FRAMEWORK

& Data Governance
J Institute FROM THE DATA GOVERNANCE INSTITUTE
10 COMPONENTS OF A DATA GOVERNANCE PROGRAM
8
PeorLE &
ORGANIZATIONAL Dara Data DATA DA
GOVERNANCE GoVERNANCE OFFICE
BobiEs STAKEHOLDERS (DGO) STEWARDS
. Decision RiGHTs q
LG Mission i e ACCOUNTABILITIES @R
RuLEs oF ‘
To =—__  Funpine '
ENGAGEMENT Akl ———— ControL
~ MEcHANISMS 0
PROCESSES e, IO |

Data GOVERNANCE PRocesses

Business / IT PROCESSES

THAT ToucH Data
©he Data Governance Institute

www.DataGovernance.cor
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Rules and Rules of Engagement

1. Mission and Vision

2. Goals, Governance Metrics and
Success Measures, and Funding Strategies

3. Data Rules and Definitions
4. Decision Rights

5. Accountabilities

6. Controls

People and Organizational Bodies

7. Data Stakeholders
8. A Data Governance Office
9. Data Stewards

Processes

10. Proactive, Reactive, and Ongoing Data Governance
Processes
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= Component #1: Mission and Vision
At its highest level, Data Governance typically has a
three-part mission:
1) Proactively define/align rules.
2) Provide ongoing, boundary-spanning —
protection and services to data stakeholders. Rules
3) React to and resolve issues arising from Governance

ONGOING

Services

REACTIVE .
Issue Resolution
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= Component #2: Goals, Governance Metrics / Success
Measures, Funding Strategies
Some of your program’s goals may result in “soft” results that
are anecdotal, or hard to measure. Others should be SMART:
Specific, Measurable, Actionable, Relevant, and Timely.
How do you decide which goals you should pursue? Start by
anticipating the effect of governance efforts on the ““4 Ps™:
Programs, Projects, Professional Disciplines, and People as
Individuals. Ask how you efforts could help enterprise
programs (or high-profile projects)
¢ Increase revenue and value
¢ Manage cost and complexity
¢ Ensure survival through attention to risk and vulnerabilities: compliance,
security, privacy, etc
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= Component #2: Goals, Governance Metrics / Success

Measures, Funding Strategies

Metrics — just like goals — should be SMART. Everyone
involved in Data Governance should know what success looks
like, and how it’s being measured. Consider creating value
statements with the following formula:
If we do A, then we should expect B, with a result of C;
otherwise, we should expect D, with a result of E.
Such clarity around value helps as you consider funding
options available for your program. With your key
stakeholders, you’ll want to explore
¢ How you could fund your Data Governance Office
(or its equivalent)
¢ How you could fund Data Analyst/Architecture time needed to help define rules, define data, and research
issues that must be resolved
¢ How you could fund Stewardship activities
¢ What protocols need to be established for Business and IT staff who
= Help define data
= Analyze data issues

= Help resolve data issues
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= Component #3: Data Rules and Definitions
This component refers to data-related policies, standards,
compliance requirements, business rules, and data definitions.
Depending on your focus areas, your program may work to
= Create new rules/definitions
Gather existing rules/definitions
Address gaps and overlaps
Align and prioritize conflicting rules/definitions
Establish or formalize rules for when certain definitions

apply.
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= Component #4:. Decision Rights
Before any rule Is created or any data-related decision Is made,
a prior decision must be addressed: who gets to make the
decision, and when, and using what process? It Is the
responsibility of the Data Governance program to facilitate
(and to sometimes document and store) the collection of

decision rights that are the “metadata” of data-related decisions.
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= Component #5: Accountabilities
Once a rule is created or a data-related decision Is made, the
organization will be ready to act on it. Who should do what, and
when? For activities that do not neatly map to departmental
responsibilities, the Data Governance program may be expected
to define accountabilities that can be baked into everyday

processes and the organization’s software development life
cycle (SDLC).
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= Component #6: Controls
It’s well established that data Is constantly at risk. With the proliferation
of sensitive data breaches — and the consequences for those who were
entrusted with the data it Is becoming clear that data can also represent
risk.
How do we deal with risk? We manage it, preferably by preventing the
events that we don’t want to occur. Those we can’t be sure of preventing,
we at least detect, so we can then correct the problem. Organization’s
risk management strategies are made operational through controls.
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= Component #7: Data Stakeholders
Data Stakeholders come from across the organization. They include groups who create
data, those who use data,
and those who set rules and requirements for data. Because Data Stakeholders affect and
are affected by data-related decisions, they will have expectations that must be addressed
by the Data Governance program. Some will expect to be included in some kinds of
data-related decisions. Some will be expected to be consulted before decisions are

formalized, and others will be satisfied to be informed of decisions after they are made.
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= Component #8: A Data Governance Office (DGO)
People in your organization who are making data-related decisions, defining data,
monitoring compliance to rules, and resolving issues. The Data Governance Office
(DGO) facilitates and supports these governance activities. It collects metrics and
success measures and reports on them to data stakeholders. It provides ongoing
Stakeholder Care in the form of communication, access to information, record-

keeping, and education/support
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= Component #8: A Data Governance Office (DGO)
People in your organization who are making data-related decisions, defining data,
monitoring compliance to rules, and resolving issues. The Data Governance Office
(DGO) facilitates and supports these governance activities. It collects metrics and
success measures and reports on them to data stakeholders. It provides ongoing
Stakeholder Care in the form of communication, access to information, record-

keeping, and education/support
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= Component #9: Data Stewards

The Data Stewardship Council consists of a set of Data Stakeholders
who come together to make data-related decisions. They may set policy
and specify standards, or they may craft recommendations that are acted
on by a higher-level Data Governance Board. Sometimes — especially for
large organizations a single level of stewards is inadequate. In this case,
a hierarchy of stewards may exist. With large or small organizations, the
Data Stewardship Council may break out into teams or working groups

that address specific data issues or decisions.
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= Component #10: Proactive, Reactive, and Ongoing Data
Governance Processes
Components 1-6 of the DGI Data Governance Framework deal with
rules. They also describe the “rules of engagement” employed by
components 7-9 (People and Organizational Bodies) during governance.
This last component — Processes — describes the methods used to govern
data. ldeally, these processes should be standardized, documented, and
repeatable. They should be crafted in such a way to support regulatory
and compliance requirements for Data Management, Privacy, Security,
and Access Management.
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Aligning Policies, Requirements, and Controls
Establishing Decision Rights

Establishing Accountability

Performing Stewardship

Managing Change

Defining Data

Resolving Issues

Specifying Data Quality Requirements

O o N o U B W N e

Building Governance Into Technology
10. Stakeholder Care
11. Communications

12. Measuring and Reporting Value
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Requires

Supports

Data Risk Maqagement & Value Creation
Compliance
Organizational Structures & Awareness

Data Information Information
Quality Life-Cycle Security
Management Management and Privacy

Enhance

Data Classification & Audit Information
Architecture Metadata Logging & Reporting
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Legislative & Judicial View Executive View
Do the right things Do things right
Chief Data Officer Chief Information Officer
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Organizations
Data Management
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Manage-
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Management Program

Services Steering
(DMS) Committees

Data Architects

Coordinating Data
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Coordination by
OSDE Chief of
Staff, Data
Governance

Coordinator and

OMES Superintendent
Representative and Cabinet

*examples of workgroups - some may be engaged long-term and
others short-term — may include agency & non-agency representatives

External Advisory Committees

Policy Advisory Committees
(e.g. Red Tape Task Force)

Technical Advisory Committees
(e.g. LEA IT representatives)
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Student Data Privacy. Protect the privacy of student data. Identify and label all

data elements that contain PII. Create efficient and effective policies around data
access, data use, and data release.

e Data Accessibility. Provide appropriate access to data across OSDE. Create policies
and procedures that give OSDE staff appropriate access to data based on job
function, while maintaining compliance with state and federal law.

e Data Content. Understand all of the data collected and used by OSDE. Each program
area should gain a better understanding of its respective data through the process of
documenting it in the Data Specs tool.

e Application Use. Increase capacity for extracting data from existing applications.
Program areas should understand the functionality of the applications they use to
collect data. This includes gaining the ability to extract data from those applications
for the purposes of producing reports by using queries.

e Data Manipulation. Reduce reliance on OMES and increase OSDE'’s capacity to
manipulate data. Provide training to OSDE staff in order to expand the ability to

query, sort, filter, organize and present data that meets the needs of stakeholders.
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Data Definitions. Define every data element collected by OSDE. Create a consistent
format for data definitions and create a definition for every data element collected
by OSDE that is clear and consistent with the chosen format.

e Data and IT Strategic Plan. Create a data and IT Strategic Plan and communicate it
across the agency. Executive leadership should create a clear and strategic plan that
clearly outlines the goals for and path toward improving OSDE’s data and IT
initiatives.

e Resource Management. Prioritize and increase transparency around the use of IT
resources. Develop consistent processes for initiating new projects and
enhancements and for governing data collection and dissemination. Include all
OSDE staff in these processes in order to properly track resources and create
transparency around their use.

¢ Business Rules. Establish business rules that ensure all of OSDE’s data conforms to
identified standards of quality, consistency and sharability. Develop, document,
publish and implement business rules that clearly outline actions and constraints
around creating, updating, deleting, and distributing data.

e Data, Technology, and Information Flow. Articulate the flow of data, technology
and information within the agency. Create and make public a data system diagram
that illustrates the flow and use of data and information between systems and
program areas throughout the agency. Additionally, document how all data
collections are created, updated, managed and integrated; how technology is
managed cooperatively between OSDE and OMES; and how information is derived
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State Superintendent of Public Instruction

The State Superintendent holds the ultimate decision-making authority over data,
technology, and information systems, including the data governance program.

Chief of Staff
The Chief of Staff is the Superintendent’s designee to coordinate and synchronize the

development of the data, technology, and information systems and structure to effectively
support OSDE's strategic plan.

Educational Data Management Office

The Educational Data Management Office (EDMO) is made up of data coordinators and
analysts each of whom has expertise in and works closely with particular program area
within OSDE. The purpose of the EDMO is to bring each of those areas of expertise together
to develop a complete understanding of the OSDE’s data and system architectures and to
ensure interagency coordination of data collection and use.

IT Strategist

The IT Strategist is an OMES position that provides technical expertise and guidance to the
data governance program. This position is integral to ensuring the synchronization of the
data requirements and business practices with the IT systems and applications.
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Data Governance Coordinator

The data governance coordinator is responsible for coordinating the data governance
program and its activities and facilitating the DGB and data stewards workgroup meetings.
This includes providing support to all committees, drafting data governance documents,
disseminating materials and information and coordinating certain data-related initiatives
such as documenting metadata and refining data-related processes and procedures

Data Owners

Data owners are executive and program directors at OSDE who serve on the DGB. They are

the individuals within the agency ultimately responsible for defining, collecting, protecting

and providing access to data.

Data Stewards

Data stewards are employees in program areas that work directly with data. They are

subject matter experts and the most knowledgeable authorities on data and program specific database
systems as well as the business processes that use the data. Data

stewards also include OSDE and OMES data architects, database administrators and

technical end users who work closely with data.
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Data Stakeholders

OSDE has numerous stakeholders that require either student level or aggregate data sets.
Some of the key stakeholders are:
e Legislators and other
Government Officials

e Oklahoma School Districts

¢ Parents and Students

e Research Institutions

e Higher Education Institutions

e Career Tech

e Other State Agencies

e Federal Agencies

e Media

e Special Interest Groups

¢ General Public
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STAYING BIG OR GETTING SMALLER
Expected structural changes in the energy system made possible by the increased use of digital tools

yesterday  tomorrow |

‘_
Iﬂgﬂl 2 I‘ """'==

few large power plants many small power producers
centralized, mostly national decentralized, ignoring boundaries

om— B

OD)

based on large power lines and pipelines including small-scale transmission and regional
supply compensation

222 Bt AR AR AR

top to bottom both directions

passive, only paying active, participating in the system

@ ENERGY ATLAS 2018 / 450CONNECT
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Whole Process Decision Support of Big Data for Smart Grid Management

Power Generation E{>

® Generator planning
and optimization

® Economic load
dispatch

@ Power generation
efficiency
improvement

® Renewable energy
planning and
management

Power Transmission E>

® Power grid planning

® Grid loss
identification

® Fault detection

@ Outage detection
and restoration

® Asset management

Power Distribution
& Transformation

® Real-time sensing
@ Voltage optimization

® Transformer health
monitoring

@ Fault detection

@ Outage detection
and restoration

® Asset management

2

Demand Side
Management

® Demand response
® Load forecasting

® Load classification
and customer
segmentation

® Dynamic pricing

® Real-time interaction
and energy saving

® Revenue protection
and theft detection



GENERATION TRANSMISSION DISTRIBUTION RETAIL/CUSTOMER

E 7 P e e e P e 1 T e l
| RE/DE ANALYTICS : | GRID ANALYTICS Micro Grid Flexibility Index | | : CUSTOMER I
| | | I | ANALYTICS |
1 | : Grid Reliability Analytics I , |
w I Tariff modelli |
> | ReneV\{able fiopecast | I Predictive Storm Damage/Outage Analytics | | ol m 8 lng. |
= | (Wind/Solar) : I N = ST : : Propensity Analytics |
5 S b
z | RE/DE Flexibility | | StwdrkAnalytics)Simulation | n— | Risk Analytics :
X I Index ! | System Planning Analytics | Call Center Optimization I Load Forecasting |
a : Predictive Asset Analytics Pricing Optimization : Trust & Reputation :
I Volt/VAR Analytics | rm——————————— - |
O i : | : 5 Quality Optimizati A L | {_ AMI ANALYTICS : | | Customer Segmentation I
= L | ower Qua ptimization I .
:,_, N | RE/DE Optimization | L ____________________ _! : NTL/Theft Analytics | Customer Experience | |
2 = e ——— oae i Abalyiics | : | Prepay Analytics :
= i AMI Operati
g 8 Plant Optimization VPP Optimization l . { : Marketing Analytics I
0 o3 Fault Optimization Analytics ! Operational Intelligence | : Lifetime Value Analytics | |
EV Optimization } : Behavioral Analytics :
J R |
S - e i I DR Effectiveness | i Billing Analytics :
E : NONCORE FUNCTIONAL ANALYTICS Network Monitoring I : : I S vt :
a I | | Load Research I I Credit & Collections |
@ | Asset Performance/health monitoring I S ———— - : |
0 - -
= : Operations Analytics Field Crew/Work performance l I Sompetidve teligant :
e | Inventory Analytics Supply Chain Analytics | I Social Media Analytics |
| L - |
| Project Management Analytics : Eriegy Eclency |
I = S E T T
VALUE TOWERS Increase revenue potential/ Reduce operational expenses/ /7 Improve strategic and

plug-inrevenue leaks improve operational efficiency 7 competitive edge in the marketplace



Cyient <& gw § 9 oo 0318 I po8> Jo of
How the iIDMS Solution Works

Load Flow Analysis

« Emulates load flow nodal models in DMS

= Filter data conflicts from multiple source
data supply (asset system vs. GIS)

« Enables multiple inputs for near real

iDMS consumes utility data Ui tatn (ARL SN
from anywhere

0.0
e

——

Source data Cyient machine learning
for ADMS driven analytics engine

State Estimation
= Network & SCADA model validation
« Functional validation for distributed

. generation
iDMS  Load estimation w calculation of
power flows, voltages, losses etc.

Validated data e v

enabling the - Fault detection

X = Faster fault isolation
rich features « Effective restoration procedures
of ADMS

Insights on Data Quality
= Detailed report on data inconsistencies
« Web-based dashboard for easy monitoring

Easy Deployment
= Cloud-based or on-premise deployment
= Robust architecture and highly scalable

to any data size
= iDMS does not store your source data
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